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Purpose  
The purpose of this study is to evaluate the intertwined effects of technological advancements, culture, international affairs, and law on policymaking in the United States. Specifically, it analyzes the necessity of a “right to be forgotten” in the context of social changes brought about by the rise of the Internet, social media, and big data. The analysis answers two main questions:  

(1) Is there a need for a right to be forgotten in the United States?  

(2) Is the right to be forgotten viable in the U.S., given the features of its culture, history, technology, and law?  

Research Methodology  
After collecting literature from libraries, scholarly databases, and traditional search engines, both sides of the American debate regarding the right to be forgotten were researched, analyzed, and summarized in a collection of notes. Notes and evidence from analyses of the EU law, comparative literature of the U.S. and EU, and evidence supporting specific solutions were then added. Based on the notes, the main complications in implementing the right in the U.S. were identified; major solutions to address each obstacle were also identified. The information was then synthesized to develop a solution harmonizes the benefits of the right to be forgotten with adequate mitigation of potential problems.
Introduction and Background

As the twenty-first century progresses, the global society has become increasingly digitized. Over 2.4 billion people are now connected to the Internet—well over a third of the seven billion who populate the earth—and 70% of these users are online on a daily basis (Culture-ist). The Internet phenomenon has established broad global ties, easily spanning previously unreachable gaps in distance. Even absent such compelling statistics, personal experience confirms the Internet’s growth in popularity and importance. The Internet has become a center for communication, entertainment, research, and study, a hub of activity that has slowly transformed from a mere tool to a space for interaction.

Like all such social spaces, particular sections are more popular than others. As Emily Laidlaw, a PhD candidate at the London School of Economics and Political Science explains, “Search engines are some of the most commonly viewed websites on the Internet[…] …In Germany, a 2004 survey indicated that 75 per cent of users rely on search engines as their principal means of finding web pages” (124). While the advent of search engines has introduced a revolutionary online resource, search engines’ rapid development in conjunction with social media has created potentially damaging personal situations. The rise of the Web has introduced what the University of Namur’s Professor Cécile de Terwangne terms the “eternity effect”—a Web that “preserves bad memories, past errors, writings, photos, and videos [people] would like to deny at a later stage” (110). The collection of online personal data, consisting of both deliberately posted information and traces of browsing history, are “remembered” indefinitely by the Web, creating a dangerous collection of personal information that can produce a “memory…of rancour, vengeance and belittlement” (110).
The Internet currently stores, virtually unregulated, an extensive collection of personal data. Thus, a vast store of information, both harmless and potentially incriminating, exists for each user and continues to expand daily. The volume of newly created data is so great that, were the information created in a single year to be stored in DVD’s, the data would form a stack stretching “from the Earth to the moon and back,” a total of 800,000 petabytes (Koops 234). With every “like” on Facebook and every search query entered on Google, each user leaves long trails of digital footprints. These discrete pieces of information, when aggregated in vast databases, can paint a surprisingly thorough image of an individual; “[t]he average Dutch citizen is included in 250-500 databases or in up to 1000 databases for more socially active people. …Google stores all individual search queries… ‘literally, Google knows more about [people] than [they] can remember [themselves]’” (Koops 235).

The information Google remembers, however, is often irrelevant or false altogether. In a well-known Spanish lawsuit, the plastic surgeon Russo sued to remove links to a news article that described a malpractice suit of which he was acquitted twenty years ago. In the two decades since the incident, “Russo has ostensibly practiced successfully,” but “[m]any of Russo's patients and potential clients... use Internet search databases as their first destination for information and the gruesome reports presumably dissuade all but the rare” (Eltis 85-6).

Society’s default of gradually forgetting past events has shifted towards the unforgetting nature of the online world, where data from years past still emerges as constant reminders of events people may regret. The Internet’s tendency to remember rather than forget—to preserve links indefinitely rather than allow the information to quietly disappear from public memory—is particularly damaging for individuals whose careers depend on their reputations. For Dr. Russo,
twenty years of successful practice was not enough to efface one incident. And for many others, the incident itself was outside of the subjects’ control.

In the example of a Los Angeles restaurant, Tart, a reviewer had posted false information online that served nevertheless to deter customers. “One reviewer … posted on the review site complaining about the restaurant’s turkey meatloaf. Tart’s owner complained to the website, mainly because Tart does not serve turkey meatloaf, but the website refused to remove the one-star review.” Tart was thus left in the awkward situation of balancing the truthful and reputationally beneficial; since it could not remove the false review, one of its few remaining options was to “hire consultants to flood the net with (sometimes false) information, meant to distract from the negative or unwanted data” (Eltis 87). This information flood is a common solution to online reputation crises; however, it is ultimately counterproductive to the Web’s role as a free space for online interaction. Rather than establishing a barrier-free environment for communication, the false data flood creates a morass of lies and confusion intended to cover painful truths (or even more painful lies). More concerning is that reputation consultations are not accessible to all of the population; the general public often cannot afford consultation or reputation improvement services. Consequently, leaving reputation control to private hands only favors the already-privileged elite, further entrenching an online aristocracy in its position of dominance over the Web. Thus disappears the ideal of the Internet as a free forum.

To open the possibility of reputation management to the public, many countries have adopted a solution: the “right to be forgotten.” The concept has various equivalent terms, with phrases such as “right to forget,” “right to oblivion,” and “right to delete” all describing, generally, “the right for natural persons to have information about them deleted after a certain period of time” (De Terwangne 110; Xanthoulis 8). Presumably, waiting the “certain period of
“time” allows the data’s relevance to cool, and embarrassing information is erased from memory just as it would have been forgotten naturally in the offline world. Although the exact implementation mechanism differs across definitions, the general concept of the right to be forgotten involves the deletion either of the offensive source data or the links to the data from search engines. As a right extended to all citizens, the right to be forgotten attempts to solve the biases of privatizing the Internet and presents a measure of control over one’s online reputation.

Perhaps the most notable recognition of the right to be forgotten is in the European Union, where the European Court of Justice upheld the right in a May 2014 ruling and required Google to begin enforcing the right in EU member states. As De Terwangne explains, “Article 8.1 states that ‘Everyone has the right to the protection of personal data concerning him or her.’ … the EU directive 95/467 relating to the protection of …personal data and on the free movement of such data, offers a very detailed legal regime” (111). In Spain, Google has already created an online form for users to petition the removal of offensive personal links. Drawing upon an existing framework used to remove copyrighted information, Google’s new form “is now available in twenty-five languages. …To file a claim, individuals are required to give their name…and provide the links to which they object. …Petitioners are also required to provide ‘an explanation of why the inclusion of that result in search results is irrelevant…’ If it grants a request, Google then sends a notice to the Webmaster” (Toobin). The process is reviewed by a newly hired team of lawyers, who have, as of July 2014, removed over half of the requested links (Schechner; Vincent). The enforcement of the European Union ruling has garnered worldwide attention as the first instance of (apparent) success in implementing the right to be forgotten.

Outside of the European Union, the right has been either codified or otherwise supported through court rulings in Argentina and Switzerland. In Argentina, the data protection law Ley
25.326 “guarantees that data should be accurate, complete, relevant, and not excessive in relation to the purpose for which it is obtained” and “requires databases to eliminate data that is no longer useful for the purposes for which they were collected” (Carter 33). However, other than civil lawsuits filed by Argentinian celebrities, the Argentinian right to be forgotten has not yet been exercised. Similarly, Swiss law categorizes the right to be forgotten as “part of what the Swiss refer to as the ‘rights of the personality’” (Werro 285), but neither the Swiss nor the Argentinian laws have received the European Court ruling’s level of worldwide attention. The European model of the law seems, in general, to be the dominant authority for formulating the right’s legal framework.

The law, while not an entirely untested concept, remains of questionable benefit to the United States. Given the increased dependency on the Internet and the way in which the Web now defines offline lives, the right to be forgotten seems crucial in the process of reclaiming control over one’s identity—a value that appeals to the classic American ideal of self-determination. Moreover, it seems reasonable to infer that, given the inability of the Internet to remove past mistakes, the right to be forgotten is crucial to the concept of a “second chance.” Since free expression may entail mishaps, the “second chance” is inextricably associated with the existing values of liberty. It is even tied to the United States’ foundation: the country was, after all, originally established by European groups who had been marginalized in Europe and who had hoped for a “second chance” in the New World. It would therefore seem illogical to reject a right so closely intertwined with fundamental American values.

On the other hand, there are serious implementation problems with the right to be forgotten. The concept, although theoretically useful, is difficult to practically define. Deleting data is extremely difficult in a world where information is often saved in caches even when they
are deleted from their original computers or web pages. Moreover, since even the subject of deletion is unclear (as the right could refer to the deletion of data or the deletion of search engine results), the right to be forgotten is vaguely defined and difficult to consistently implement.

Consistency is especially of importance when discussing the right to be forgotten in the context of other established civil rights. For example, while supporters of the right to be forgotten concede that there should be exceptions for historical, statistical, or free speech-related purposes, the criteria for each exception are also poorly delineated. According to European law, “search engines must…have regard to the public interest. These are, of course, very vague and subjective tests” (Drummond). With the right’s applicability left unclear, proponents of the right to be forgotten are left to grapple with a policy that may both solve for key issues in the digital world and create problems of its own.

Analysis and Conclusions

While the right to be forgotten from the Internet may be understood in principle as a right to one’s personality, one fully consistent with—and perhaps even necessitated by—the American values of free expression, self-determination, and “second chances,” in practice, the right suffers major setbacks in implementation; its unabashedly subjective language clashes with such societal needs as free speech and free press. The tendency to copy and retain information, inherent to the Internet’s nature, also diminishes the right’s effectiveness. Therefore, although the right to be forgotten should be implemented, it is clearly imperfect in its current form and should be modified to fit the legal, cultural, and practical needs of the United States.

Among the right to be forgotten’s most important functions is granting each individual the right to represent him or herself accurately online. Such an ability is crucial to navigating a social world increasingly defined by digital activity. Various estimates report that “as many as
91% of employers are using social networks at some point during the hiring process” (Reicher 117). Absent the right to be forgotten, a single past error may haunt an individual years after the fact, creating, in effect, two punishments for one mistake.

Indeed, offline life is now inseparable from the online world, and the inability to prevent unwanted information from seeping from one sphere into the other could be a social nightmare. The threat of being “perpetually…mislabeled within a web of infinite memory” precipitates the total unraveling of one’s identity, for people are “powerless to assert or develop an image or identity independently of the online content[…]; this powerlessness flies in the face of the American ideal of reinventing oneself” (Eltis 88). One particularly unfortunate example of this phenomenon is that of the Canadian girl Amanda Todd; a victim of cyberbullying, Todd eventually took her own life at the age of fifteen (Mungin). Todd’s tragedy serves as a stark reminder of the power of online data; online information is not simply a collection of pixels but rather a force that shapes the context in which lives are understood.

Similarly, the stories of Dr. Russo of Spain and Tart of Los Angeles demonstrate that online information often determines professional success. This is especially true for those whose careers depend upon providing services, but it is also relevant for members of the general workforce (or those who aspire to be part of said workforce). A 2009 survey by Microsoft reports that “70% [of companies] had actually rejected candidates based on what they found [online]” (Schiller). Thus, the right to be forgotten is crucial to presenting an accurate, up-to-date image of oneself to one’s friends, potential customers, and potential employers: by removing harmful data, the right precludes the problems caused by storing unwanted data in a publicly accessible space. The right is a simple, natural solution to the complex problem of reputation management: if the existence of certain data will be harmful, it seems that the easiest solution is
to delete the data before (further) harms occur, creating a blanket of protection that restores the ability to interact free from the weight of past mistakes.

Alternative solutions often over- or under-correct the problem of online privacy. Although a detailed analysis of all possible proposals is beyond the scope of this report, one example is Jonathan Zittrain’s “reputation bankruptcy,” or a complete elimination of all one’s online data after a designated time. Such an extreme measure “might deprive society of more information than is necessary to cure the harm and does not account for unforgivable violations” (Ambrose, Friess, and Martre 157). On the opposite extreme, specifically targeting online hate speech may be useful, but similar measures already exist in the status quo and are far too narrow in scope. The right to be forgotten, in contrast, is presented as a balanced approach that both gives individuals autonomy and attempts to account for and even enhance societal interests.

This ability to control one’s reputation is crucial to the value of self-determination. Online information is effectively an extension of one’s person, and just as one has the right to determine the fate of one’s physical body, one can rightly claim the power to control one’s digital “body.” As Associate Professor of Law Karen Eltis explains, “control over personal information is the power to control a measure of one's identity. This is indispensable to the ‘free unfolding of personality.’ It is also a right to a ‘rightful portrayal of self’” (91). There is, then, a strong moral justification for the right to be forgotten, and it seems particularly convincing in the context of the United States. Since the U.S. has (regardless of its actual policies) historically rooted itself in conceptions of freedom and democracy, the underlying warrants for the right to be forgotten are especially complementary to an American contextualization of morality. As such, the right to be forgotten is an essential addition to the body of rights that have grown from Constitutional protections.
One such Constitutional protection is the right to free expression; the right to be forgotten has distinct parallels with the right to free speech—just as the freedom of speech also grants people the right not to speak, the right to express oneself with a complete online record (a right exercised by those who document their daily lives on social media) is accompanied by the right not to have data about oneself accessible on the Internet. Indeed, the positive right to do an action is just as significant as its related negative right, and the Constitution recognizes both with equal force. One might even think of not expressing oneself as a (certainly ironic) means of self-expression, for “‘[t]he right of freedom of thought…includes both the right to speak freely and the right to refrain from speaking at all…[.]’” [A] ‘freedom not to speak publicly…serves the same ultimate end as freedom of speech in its affirmative aspect’” (Taruschio 1001).

Accordingly, the right to be forgotten is the right not to express oneself online (or, in the alternative view, to express oneself by removing one’s online data) and is justified by the same principle as the right not to voice an opinion. Since there are already protections for the latter, it seems logical that the former, too, ought to be protected.

Conversely, failure to implement the right to be forgotten would chill free speech; when all of one’s online actions hold potential for future harm, individuals will be disincentivized from expressing themselves in the first place. Since “[their] words and deeds may be judged not only by [their] present peers, but also by all [their] future ones[…] [they] may thus become overly cautious about what [they] say— in other words, the future has a chilling effect on what [they] do in the present” (Mayer-Schönberger 110-11). The right to be forgotten is therefore necessitated by the values and protections already placed on free speech, for the right to free speech presupposes the desire and ability to freely express oneself in the first place.
Moreover, the nature of the unforgetting Internet has caused all of one’s present actions to be framed by past mistakes, making the possibility of a “second chance” almost nonexistent. With the rise of digitized records, individuals have lost the ability to distance themselves from the past, even if they have reformed or since attempted to bury mistakes with beneficence; “[b]y computerizing local public records, the Internet casts the shadow of people’s past far and fast; like a curse they cannot undo, their records now follow them wherever they go” (Etzioni and Bhat). This unfortunate consequence of the Internet’s connectivity and capacity for storing vast quantities of data stands contrary to the traditional American value of giving second chances, a culture that “rejects the notion that there are inherently bad people” (Etzioni and Bhat). Indeed, the dominant mentality in the United States is that, “[a]s individuals, [they] seek insights into [their] failings so [they] can learn to overcome them and achieve a new start. From a sociological perspective, people are thrown off course by their social conditions—because they are poor, for instance, and subject to discrimination,” not because of intrinsic evil that perpetually clings to each person (Etzioni and Bhat). Americans seem to fundamentally believe that even the worst criminal can be reformed, that heinous crimes can eventually be forgiven. They are warmed by stories of self-made individuals, who managed to transcend a life on the streets to become world leaders or corporation executives. This idea “grows out of [their] history, in which those who got into trouble in Europe (whether it was their fault or not) moved to the United States to start a new life;” as such, they continue to imagine the United States as a country where everyone will receive a second chance (Etzioni and Bhat).

The right to be forgotten is critical to such second chances, for it allows reformed individuals to restart life without constant online reminders of their former mistakes. In this respect, the right to be forgotten involves “forgetting” not merely in the sense that data is deleted
but also in the traditional understanding of no longer remembering the past. The ability to distance oneself from past actions is fundamental to the forgiveness that makes second chances possible; according to Meg Ambrose, a doctoral candidate at the University of Chicago, “[T]hose [who] have been wronged are ‘less likely to forgive to the extent that they… recall a greater number of prior transgressions, and are more likely to forgive to the extent that they develop more benign attributions regarding the causes of the perpetrator’s actions’” (Ambrose, Friess, and Matre 110).

More specifically, the legal protections offered by the right to be forgotten parallel both the intentions and consequences of expungement policies in other fields. For example, “[j]uveniles that accumulate a criminal record are often granted forgiveness not just to protect the youth population, but also to cultivate and protect society’s future, decrease recidivism, and limit costs of committing individuals for essentially lifetimes.” In law, “Forgiveness…in general offer[s] great comfort. …[Individuals] exert a sigh of relief knowing that certain violations do not remain on…record forever…. Digital forgiveness is no different” (Ambrose, Friess, and Martre 153). Especially when considering comparable policies in the offline world, the right to be forgotten seems both a natural and necessary counterpart to guarantee the same promise of a second chance online.

However, describing only the right to be forgotten’s benefits with regard to such values would make a controversial empirical claim absent an empirical warrant. When the effects of the right to be forgotten are analyzed in practice, evidence shows that the right creates practical consequences that could, in reality, undermine the ideals it seeks to bolster. For example, the wording of the law itself—deleting data when it is “irrelevant or no longer relevant”—leaves the definition of relevance unclear. While some interpret relevance as the point at which data is no
longer used for its initial purpose, this is “easier said than done… data are also increasingly being collected for yet unknown or rather vague initial purposes, following the logic of data mining that huge data sets can reveal new and unexpected knowledge” (Koops 243-44). One might also find uses for data beyond its original purpose; in such a situation, the data would continue to be relevant but would not be used for its original purpose. Thus, purpose seems to be a poor criterion for the relevance and possible removal of data.

Other standards for measuring relevance, however, are equally flawed. Another possibility is to allow the users themselves to determine relevance or to set “expiration dates” for when certain information should be forgotten. After all, it is impossible to algorithmically determine data’s relevance—the feeling of embarrassment is a human one and not measurable by a machine. However, user-generated predictions remain subjective; not only can opinions change as one ages (one may find a certain piece of information embarrassing at one point in his or her life but later grow to embrace it), but data that has become irrelevant at one stage could regain relevance at a later time. To force users to constantly judge the relevance of data seems a tedious and unreliable demand. An alternative form of expiration dates—requiring a one-time prediction of the data’s expiry—is no better. The dynamic nature of personal identity would still be problematic, since, “while one's sixteen-year-old self might…choose to post certain information[,]…her thirty and even sixty-year-old self (with presumably entirely different notions of what is considered appropriate) will have to live with the consequences of that supposedly ‘informed’ decision” (Eltis 88).

Perhaps an even greater difficulty in both user-generated dates and adherence to original purpose is that neither considers the variety of data types currently in existence. Whereas users may be capable of setting expiration dates for their own social media posts, data collected by
third parties, browsing histories saved without the users’ knowledge, and other unintentionally created information would be difficult to cover under an expiration date policy. Even when considered independently, the idea of setting expiration dates for data is only workable for certain kinds of data. User-set dates could easily be overridden by other regulations on data, and some types of data might be exempted altogether. As Professor Bert-Jaap Koops of the Tilburg Institute of Law explains, “there will still be limits to what users can do in terms of defining retention periods ex ante…statutory retention periods exist for many types of data, which will override individual user preferences for expiry dates. At least equally significantly, setting expiry dates may work for digital footprints, but not for data shadows” (243). Koops further explains that, even if data are removed at the source—which is the stronger of the right to be forgotten’s two forms—the data can still be copied onto other websites (known as mirror websites) or stored in caches, and “it will be a…challenge for users to identify the particular providers that host copies. [Moreover,]…mirror sites may be less traceable[…] There is a significant tendency on the Internet to copy material that is considered funny or embarrassing” (238).

Therefore, it is difficult to consistently implement a method that removes unwanted data, and even if one does manage to remove information, the decision about the removed data’s relevance remains a highly subjective one. For example, after the EU decision, thousands of users petitioned Google to remove links to personal data. The majority of the requests, however, were for data that was only marginally connected to the requestors. As Guardian journalist Julia Powles observes, “What's interesting is how few of these are actually about press articles, and if they are, they are about incidental mentions” (qtd. in Learmonth). In one case, “Google removed an unflattering story…because a commenter thought better of something he'd written” (Learmonth). For the commenter, it seems both selfish and unfair that an entire article be
removed because of the supposed irrelevance of a single comment. What of the relevance of the hundreds of other comments and the article itself? The author of the article, for example, may have wanted his work to remain publicly available on the Internet. The right to be forgotten thus seems to allow unilateral censorship rather than free expression.

More generally, the right to be forgotten will be difficult to reconcile with U.S. law because the very idea of removing data (often, such as in the case of the commenter, data that was deemed harmful by only one of the many individuals it relates to) seems to violate the Bill of Rights’ protections. The overall consensus among academic scholars, too, is that the right would be incompatible—or at least only limitedly compatible—with the First Amendment (Ambrose 11). Referencing the lawsuit filed by Spaniard Mario Costeja, who sought to remove links related to his financial difficulties, Jeffrey Toobin of the *New Yorker* explains that “The American regard for freedom of speech, reflected in the First Amendment, guarantees that the Costeja judgment would never pass muster under U.S. law.”

Indeed, the very assumptions that have made the right to be forgotten successful in the European Union do not exist for the United States, whose culture favors freedom over privacy. Especially when evaluated from a European perspective, the right, despite its purports of upholding the Constitution, is far less consistent with the American cultural context than it is with that of Europe. As Franz Werro, Professor of Law at the Fribourg University Law School (in Switzerland), writes:

[T]he right to be forgotten is unprotected in the United States. …The notion that constitutional rights could be balanced against a competing constitutional entitlement to the respect of one’s private life does not seem to be an option under United States constitutional law. Thus, as a European, one cannot help but be struck by the way in
which the…two Western cultures seem [to be] on irreconcilable paths when it comes to the recognition and enforcement of a right to be forgotten. (286)

The differences in these “assumptions and values” can be observed not only in the stark contrasts between American and European data protection laws but also in the wide disparities between the two regions’ health care policies, social welfare programs, education systems, and other laws. Much of these differences are due to the unique historical background of the United States as contrasted from Europe. Americans, since declaring their independence in 1776, have taken great pride in the inalienable rights of humankind. They are thus reluctant to balance seemingly inviolable rights with any competing interest, even if the interest could help to strengthen other rights and values.

Although the right to be forgotten, as currently implemented in Europe, is unviable in the United States, ignoring the movement towards online self-determination is not an option for U.S. policymakers. The Internet has become far too interconnected, and European laws, even without U.S. counterparts, will so influence international relations that a response must be demanded. Already there have been tensions in the U.S.-EU relationship due to the conflict in Internet regulation laws, and continued inaction would only worsen an alliance crucial to the global economy (Bennett 194; Peckham). Moreover, ignoring the EU law will not be a feasible option, since many EU-based companies with U.S. locations will be required to adhere to the law. For these multinational corporations, their “physical presence or assets in the E.U.” means that they cannot simply ignore the right to be forgotten, as the right is legally enforceable against them (Ambrose 27). As such, the interconnectedness of the global economy renders inaction impossible. The European recognition of the right to be forgotten, regardless of its applicability to the U.S., demands a response from American lawmakers.
Given the right’s potential to enhance existing rights, the right to be forgotten can be modified to fit the legal context of the United States and avoid the most problematic conflicts with the First Amendment. In order to eliminate the concern of unilateral censorship—which is the main violation of free speech stemming from the right to be forgotten—the right should be exercised via court orders in the United States, which adds an additional check that helps to regulate the data deleted by the right. Additionally, the United States can work to establish international soft law guidelines (that is, non-binding laws that help to guide the binding laws of states) to experiment with the right and eventually develop a unique version of the right to be forgotten specific to each country’s cultural context. Soft law is a critical tool to the process of molding and improving legal policies, as “[o]ften, consensus is best developed…through ‘soft law’ guidelines [that]… permit experimentation, feedback, and revision to respond to developments in technology and business practices” (Bennett 193). The guidance of soft law ultimately recognizes that there is no immediate, comprehensive solution to the right’s potential problems while affirming the right’s importance to society.

The modified approach to the right to be forgotten would enable U.S. citizens to access the benefits of the right to be forgotten while minimizing the right’s legal and practical barriers. A system based on court orders would operate by requiring users who wish to remove data to obtain a court order before proceeding with deletion. The process of obtaining court orders compels the requestors to justify their reasons for removal, thereby adding appropriate limits on potential conflicts with free speech.

Courts also play a crucial role in mitigating the problem of defining the term “irrelevant.” One benefit is the development of a standard procedure to evaluate cases that invoke the right to be forgotten. Filtering a legal principle that initially originated abroad through national courts
integrates the law with the unique background of each country. The system “would allow a body of law to develop for each jurisdiction. It would preserve the different prioritization of privacy and other interests among countries and be less disruptive to sites, services, and information that the world has come to rely on” (Ambrose 27). Such an approach, originating from within the system rather than from superimposition, maximizes the right’s effectiveness. Courts facilitate the rapid creation of norms to counteract the uncertainty associated with an untested principle.

Additionally, because the system places the burden of proving irrelevance on the users rather than on an automatic program, the court order-based approach sidesteps issues associated with data expiration dates. Courts also check unilateral censorship, since data is removed only after approval from a court rather than at the behest of a single individual. More broadly, the process of obtaining a court order incentivizes the deliberation required to determine data’s relevance. Contrasting the effects of DMCA courts and unregulated takedowns for the right to be forgotten, Ambrose concludes that direct takedowns “would likely lead to widespread abuse…and the removal of an unacceptable amount of content” (27-8). Courts, then, provide a critical check for the right’s implementation.

Many European states have already begun to approach the right to be forgotten with the country’s unique cultural context in mind. For example, individual EU states have developed their own interpretations of the right and successfully integrated it into national laws. In Italy, the Garante per la Protezione dei Dati Personali “resolved a…case in 2004 by recognizing the existence of a right to be forgotten within Art[icle] 11 of the Italian data protection law” (Ambrose 26). Similarly, in Spain, “[t]he Spanish Agencia Española de Protección de Datos (AEPD) also recognizes the right…and has pioneered a ‘new’ right to be forgotten” (Ambrose 26). The development of international soft law will aid in this process of experimentation within
countries; by creating loose constraints for the right at an international level, individual countries will be allowed more room to creatively adapt the right for their own purposes.

**Summary of Conclusions**

At the broadest level, the right to be forgotten guarantees the right of individuals to determine the fate of their data online. As society becomes increasingly digitized, the border between the digital and physical worlds has blurred, and the Internet is now the primary source of personal information. It is now nearly impossible to develop an offline identity independent of one’s online persona, and, as such, the right to determine one’s data online has become the functional equivalent of offline self-determination.

The merits of online self-determination, however, must be interpreted in the context of the country in which the right is implemented. Whereas privacy may be highly valued in one state, it may be viewed as less important in another. Despite these differences, the Internet’s nature prevents states from ignoring the right to be forgotten altogether. Therefore, the international community should consider a modified approach to the right to be forgotten based on court orders and soft law.

Modifying the right to be forgotten provides an adequate solution for most criticisms of the right’s implementation. By allowing individuals to place requests for their own data, the court order approach avoids creating an objective definition of the term “irrelevant” (which is ostensibly an impossible task) and instead encourages deliberation by requiring that individuals explain their motives for the courts’ consideration. The modified approach checks the ability for unilateral censorship and enables judiciaries to integrate the law into existing protections by operating directly through the courts.
Most importantly, however, the modified approach to the right leaves individual countries sufficient room to adapt the law to and harmonize it with their own cultures. If privacy and freedom are valuable only when contextualized by a country’s values, the right to be forgotten, which is closely related to both, cannot be considered apart from a country’s culture. Rights, by definition, constrain one’s interaction with others in the social space, but culture determines the course of social interaction in the first place. Thus, the greatest benefit of the modified approach is the ability to adjust and improve the right to be forgotten according to the values of each state. This ability parallels importantly with the right’s very purpose: just as individuals have the right to shape themselves within the greater sphere of society, states have the right to shape their laws within the greater sphere of culture.

But on the individual level, the right to be forgotten is a beacon of hope, offering a chance to reinvent oneself. Because dependency on the Internet has driven the norm of remembrance away from natural forgetting, too often data from twenty years in the past—in many cases, data created through mistakes beyond users’ control—will cast shadows on the lives of users decades after their creation. Ignoring the right would merely pass the burden of reputation management onto private companies, where the status quo has created a market favoring the affluent. The recognition of human rights to expression, self-determination, and “second chances” therefore relies on the right to be forgotten for their full effectiveness, and the right to be forgotten serves as the bridge between the online and offline worlds. Despite potential difficulties in implementation, such a right is a necessity in an increasingly digitized society.
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